
REPORT OF WORKSHOP ON CYBER CRIME 

Theme of Workshop : CYBER CRIME AND ONLINE FRAUDS 

Venue of WORKSHOP: CONDUCTED VIRTUALLY, THE ASIAN 

SCHOOL, DEHRADUN 

Date : 14th SEPTEMBER, 2020 

Resource Person: Mr. RAJEEV SEMWAL, (OFFICIAL, CYBER 

CRIME AND SECURITY, DEHRADUN)  

Attended by: Students of Class 10 under the supervision of Mr. 

PUNEET KUMAR AGGARWAL 

THE ASIAN SCHOOL, DEHRADUN organized an interactive 

session regarding CYBER CRIME AND ONLINE FRAUD for the 

students of Class 10 which was delivered by the proficient team 

of cyber crime experts on 14th SEPTEMBER, 2020.  

This workshop was organizedin order to create awareness 

amongst the students of the 21st century about the potential 

risks and hazards of the VirtualWorld. Mr.RAJEEVSEMWAL 

(OFFICIAL, CYBERCRIMEANDSECURITY,DEHRADUN) had kindly 

consented to conduct the session. His erudite knowledge was 

well received by the attentive audience virtually. The entire 

workshop was extremely informative and was conducted in an 

interactive manner, as a lot of pertinent questions were raised 

by the students which were answered in great detail by the 

facilitator. The focus of this session was to create awareness 

regarding the usage of networking devices, which have become 

an integral part of everyone’s life. An individual who is unaware 



of the appropriate use of the cyber world is vulnerable to the 

risks it poses. Mr. Semwalcited the reasons attributed to the 

increased rate of cyber crime and also shared the measures 

that could be easily adopted to avoid being the victims of cyber 

threats. He explained how thoughtful one should be while using 

networking devices. Cyber bullying was another matter which 

was discussed at great length, so that youngsters do not fall 

prey to such risks. The data and real time case studies were 

discussed by the facilitator which helped the audience to 

understand the message with clarity. 

The students were told about the legal aspects of accessing the 

internet like the legal age, rules of social media and online 

gaming and lotteries. The students were introduced to various 

terminologies like cybercrime, hacking, phishing, cloning, data 

theft, digital frauds and trolling, etc. Mr. Semwal discussed the 

various possibilities of account hacking and also emphasized 

the importance of being aware of the surroundings. The official 

also highlighted the need for children to keep in touch with 

their parents about the details of their accounts on FACEBOOK 

and WHATSAPP, etc. 

 

GENERAL POINTS AND SUGGESTIONS: 

• Do not use public Wi Fi. 

• Don’t click on unwanted links. 



• Don’t download movies, songs on official systems or 

wherever serious work is undertaken. 

• Don’t use truecaller on your phone. 

• Don’t use your phone on auto connect mode. 

• Don’t respond to fake mails, lottery prizes, etc. 

• Two step verification 

• Use a strong password 

• Do not send or receive friend requests to or from anyone who 

is unknown or a stranger. 

• Beware of ATM FRAUDS. 

• Be careful while downloading and uploading files. 

• Use options of comment control. 

 

EMAIL ID OF DEHRADUN CYBER CELL (SSP DEHRADUN: 

CYBERCOPS.UK@NIC.IN) 

 

The session was concluded with the sharing of some tips for 

internet banking and safe online transactions. He also shared 

the website address for reporting cyber crime issues. Women 

and children can report by visitingwww.cybercrime.gov.in. We 

should remember that INTERNET is a technology and not a toy 

and we should harness it carefully. Our safety is in our hands. 

All of us have to stay alert.  
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